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CCR No. 96-0255A Logged Date 3/15/96 Rev. A Request Type CCR

Priority Routine Urgent Emergency X Affected Release A Change Class II

Title (description)
Sudo permission to investigate ECS Login Ability

Documents Affected Source Nos (RID, NCR, etc.) or Tech
Reference

n/a n/a

RTM Change Start New Baseline

Problem
Erik Fiegel needs pseudoroot permission to investigate ECS Login ability. This is a requirement of MSS and CLS. I have
proposed a solution which involves using the standard X Display Manager (xdm). However, to experiment with this technique
-- to learn its capbilities and limitations, which much be done in the next week or two -- Erik will need to edit various files
typically owned by root.

Proposed Solution
Give Erik pseudoroot (sudo) permission on all ECS platforms, and specifically:

     1.  SGI - Parrot, 2.  IBM - Pinto, 3.  DEC - Mustang, and 4.  HP - Deuce.
The commands he will use are not completely known, but I'd guess at least these: vi, emacs, ls, cd, pwd, rm, mv, cp, ps, kill
(to stop an xdm or related process).

Impact Analysis:
Organizations Affected: BOO Contracts ESO FOS M&O

QA Rel. A Rel. B Rel. IR1 MRS SMO Subconts

Other

Cost: None Small Medium Large
(Not exceeding $100,000) ($100,000 to $500,000) (Over $500,000)

Schedule: None Other

Additional LOC Man-Months

Materials

Originator Ken Sall
Signature Date

Office Office Manager
Signature Date

Disposition Approved Approved w/Comment Forward Disapproved

Comments:

CCB Chairperson
Signature Date
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